
Having an SSL-secured website from an industry leading provider can 
legitimize your customer's website, protect their users information, 

and help them to grow their business.
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There are currently over 8 million domains
that accept credit cards without SSL 3

6 million websites have a user 
login, but no SSL 3

Over 4.3 million websites have 
an active shopping cart that may not be 
trusted due to lack of visible security 3
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$5.4Million - the average cost to 
an organization in 2012 from data 
breaches which resulted in exposing 
100,000 customer records 5

$277 - the average cost per exposed 
record to an organization 5

$3 Million - the average lost revenue 
to a organization due to a diminished 
reputation from a data breach 5
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The total number of breaches in 2013 climbed 62% 
over 2012 6

And the number of identities exposed jumped to 493% in 
2013 - now over 552 million 6
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78% of websites have 
exploitable vulnerabilities 4

16% have a critical 
vulnerability 4

67% of sites used to 
distribute malware are 
compromised websites 4

73% of domains without SSL renew 3

Increases to 96% when Symantec  SSL certificate 
purchased in conjunction with domain 3

By adding SSL to their domain you can significantly 
increase their likelihood of renewal

Grow your bottom line by helping businesses 
protect theirs with SSL-secure domains 

And further still, to 99% when they had Organization 
or  Extended Validation SSL certificate 3

60% of online shoppers 
instantly feel more secure 
when they see the SSL Extended 
Validation green bar.1 

Sites protected with HTTPS receive 
higher SEO rankings in Google 
search.2  

SSL helps encrypt private 
sensitive data, provides 
authentication of the business 
or domain, and secures credit card 
transactions, data transfers, logon 
credentials, and much more.

For more information, email the Website Security Solutions 
partner team at channel-partners@symantec.com or call:
(855) 422-2849 (US)  +49 69380789081(Germany)
+33 157324268 (France)  +44 2034505486 (UK)
+27 21 819 2800 (S. Africa)


